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Classification

Public
Rapid Domain Name Compliance Process

To protect the stability, integrity and security of the Registry, its Registrars, Registrants and any Internet user in general and take preventive measures to avoid such situations, we have implemented the Rapid Domain Name Compliance Process. The Rapid Domain Name Compliance Process may include cancelling, locking, placing on hold, transferring or deleting a domain name or transaction.

Activities subject to verification for a takedown procedure may include, but are not limited to:

- **Phishing**: the attempt to acquire personally identifiable information by masquerading as a trustworthy entity.

- **Pharming**: the redirection of internet users to websites other than those the user intends to visit, usually through unauthorized changes to the hosts file on a victim’s computer or DNS records in DNS servers.

- **Dissemination of malware**: the intentional creation and distribution of ‘malicious’ software designed to infiltrate a computer system without the owner’s consent, including, without limitation, computer viruses, worms, key loggers and Trojans.

- **Fast flux hosting**: a technique used to shelter phishing, pharming and malware sites and networks from detection and to frustrate methods employed to defend against such practices, whereby the IP address associated with fraudulent websites are changed rapidly so as to make the true location of the sites difficult to find.

- **Botnetting**: the development and use of a command, agent, motor, service or software which is implemented:
  - to remotely control the computer or computer system of an internet user without their knowledge or consent; and/or
  - to generate direct denial of service (DDoS) attacks.

- **Malicious hacking**: the attempt to gain unauthorized access (or exceed the level of authorized access) to a computer, information system, user account or profile, database, or security system.

- **Child exploitation**: the storage, publication, display and/or dissemination of materials depicting exploitation or abuse of individuals under the age of majority in the relevant jurisdiction.

- **Spamming**: the use of messaging systems to send unsolicited messages.
2 Definition and Review

This document has been prepared and published to represent our policy regarding the administrative and technical management of the TLD.

All domain names in the TLD are subject to the Published Policies. It is your responsibility to ensure that you read and understand these policies as they apply to you. We may discontinue or amend any part or the whole of this policy from time to time at our absolute discretion.

Further policy and procedure in relation to the TLD can be found at the following link: http://nic.biz/.
Definitions

We, us and our means any or all of Registry Services, LLC, its subsidiary entities and their respective officers, employees, contractors or sub-contractors.

Disclaimer

This document has been produced by us and is only for the information of the particular person to whom it is provided (the Recipient). This document is subject to copyright and may contain privileged and/or confidential information. As such, this document (or any part of it) may not be reproduced, distributed or published without our prior written consent.

This document has been prepared and presented in good faith based on our own information and sources which are believed to be reliable. We assume no responsibility for the accuracy, reliability or completeness of the information contained in this document (except to the extent that liability under statute cannot be excluded).

To the extent that we may be liable, liability is limited at our option to replacing, repairing or supplying equivalent goods or paying the cost of replacing, repairing or acquiring equivalent, or, in the case of services, re-supplying or paying the cost of having such re-supplied.

Confidentiality Notice

This document contains commercially sensitive information and information that is confidential to us. This document is intended solely for the named recipient, and its authorised employees, and legal, financial and accounting representatives (collectively, Authorised Recipients).

The recipients of this document must keep confidential all of the information disclosed in this document, and may only use the information for the purpose specified by us for its use. Under no circumstance may this document (or any part of this document) be disclosed, copied or reproduced to any person, other than the Authorised Recipients, without our prior written consent.

Trademarks Notice

Any of our names, trademarks, service marks, logos, and icons appearing in this document may not be used in any manner by recipients of this document without our prior written consent. All rights conferred under law are reserved.

All other trademarks contained within this document remain the property of their respective owners, and are used only to directly describe the products being provided by them or on their behalf. Their use in no way indicates any relationship between us and the owners of those other trademarks.

Pricing Notice

Any information or pricing provided in this document is subject to change without notice. Whilst we have compiled this document in good faith, based on what we believe is accurate and up-to-date information, it is possible that the pricing or other information contained in this document may require amendment due to changing market or other circumstances (including product discontinuation, manufacturer price changes, errors, or insufficient or inaccurate information having been provided by the recipient of this document or others, and other external circumstances). Additional charges may also apply for work that is out of scope.

The pricing in this document is based on our standard terms and conditions and is valid for a period of thirty (30) days from the date of this document.